
Notice of Privacy Practices 
This notice describes how medical health information about you may be used and disclosed, and how you can get access to this information. PLEASE REVIEW IT CAREFULLY. 

This Notice of Privacy Practices describes how we may use and disclose your protected 
health information to carry out treatment, payment or health care operations and for other 
purposes that are permitted or required by law. It also describes your rights to access and 
control your protected health information. “Protected Health Information” is information 
about you, including demographic information, that may identify you and that relates to 
your past, present or future physical or mental health or condition and related care 
services.We are required to abide by the terms of this Notice of Privacy Practices. We may 
change the terms of our notice, at any time. The new notice will be effective for all 
protected health information that we maintain at that time. Upon your request, we will 
provide you with any revised Notice of Privacy practices. 

1. Uses and Disclosures of Protected Health InformationUses and Disclosures of Protected 
Health Information Based on your Written Consent:We may use and disclose your PHI in the 
following circumstances: 

Treatment: We may use or disclose your PHI to give you medical treatment or services and 
to manage and coordinate your medical care. For example, your PHI may be provided to a 
physician or other health care provider (e.g., a specialist or laboratory) to whom you have 
been referred to ensure that the physician or other health care provider has the necessary 
information to diagnose or treat you or provide you with a service. 

Payment: We may use and disclose your PHI so that we can bill for the treatment and 
services you receive from us and can collect payment from you, a health plan, or a third 
party. This use and disclosure may include certain activities that your healthinsurance plan 
may undertake before it approves or pays for the health care services we recommend for 
you, such as making a determination of eligibility or coverage for insurance benefits, 
reviewing services provided to you for medical necessity, and undertaking utilization review 
activities.  For example, we may need to give your health plan information about your 
treatment in order for your health plan to agree to pay for that treatment. 

Health Care Operations: We may use and disclose PHI for our health care operations. For 
example, we may use your PHI to internally review the quality of the treatment and services 
you receive and to evaluate the performance of our team members in caring for you. We 
also may disclose information to physicians, nurses, medical technicians, medical students, 
and other authorized personnel for educational and learning purposes. 

Appointment Reminders/Treatment Alternatives/Health-Related Benefits and Services:We 
may use and disclose PHI to contact you to remind you that you have an appointment for 
medical care, or to contact you to tell you about possible treatment options or alternatives 
or health related benefits and services that may be of interest to you. 

Minors:  We may disclose the PHI of minor children to their parents or guardians unless 
such disclosure is otherwise prohibited by law. 

As Required by Law: We will disclose PHI about you when required to do so by international, 
federal, state, or local law. 

To Avert a Serious Threat to Health or Safety: We may use and disclose PHI when necessary 
to prevent a serious threat to your health or safety or to the health or safety of others.  But 
we will only disclose the information to someone who may be able to help prevent the 
threat. 

Workers’ Compensation: We may use or disclose PHI for workers’ compensation or similar 
programs that provide benefits for work-related injuries or illness. 

Public Health Risks: We may disclose PHI for public health activities. This includes disclosures 
to: (1) a person subject to the jurisdiction of the Food and Drug Administration (“FDA”) for 
purposes related to the quality, safety or effectiveness of an FDA-regulated product or 
activity; (2) prevent or control disease, injury or disability; (3) report births and deaths; (4) 
report child abuse or neglect; (5) report reactions to medications or problems with 
products; (6) notify people of recalls of products they may be using; and (7) a person who 
may have been exposed to a disease or may be at risk for contracting or spreading a disease 
or condition. 

Lawsuits and Disputes: If you are involved in a lawsuit or a dispute, we may disclose PHI in 
response to a court or administrative order. We also may disclose PHI in response to a 
subpoena, discovery request, or other legal process from someone else involved in the 
dispute, but only if efforts have been made to tell you about the request or to get an order 
protecting the information requested. We may also use or disclose your PHI to defend 
ourselves in the event of a lawsuit. 

Law Enforcement: We may disclose PHI, so long as applicable legal requirements are met, 
for law enforcement purposes. 

Uses and Disclosures That Require Us to Give You an Opportunity to Object and Opt Out 

Individuals Involved in Your Care: Unless you object in writing, we may disclose to a member 
of your family, a relative, a close friend or any other person you identify, your PHI that 
directly relates to that person’s involvement in your health care. If you are unable to agree 
or object to such a disclosure, we may disclose such information as necessary if we 
determine that it is in your best interest based on our professional judgment.   

Payment for Your Care:  Unless you object in writing, you can exercise your rights under 
HIPAA that your healthcare provider not disclose information about services received when 
you pay in full out of pocket for the service and refuse to file a claim with your health plan. 

Disaster Relief: We may disclose your PHI to disaster relief organizations that seek your PHI 
to coordinate your care, or notify family and friends of your location or condition in a 
disaster. We will provide you with an opportunity to agree or object to such a disclosure 
whenever we practicably can do so.  

Your Rights Regarding Your PHI:Following is a statement of your rights with respect to your 
protected health information and a brief description of how you may exercise these rights. 

You have the right to inspect and copy your protected health information. This means you 
may inspect and obtain a copy of protected health information about you that is contained 
in a designated record set for as long as we maintain the protected health information. A 
“designated record set” contains medical and billing records and any other records that 
your physician and the practice uses for making decisions about you. 

Under federal law however, you may not inspect or copy the following records; 
psychotherapy notes; information compiled in reasonable anticipation or, or use in, a civils, 
criminal, or administrative action or proceeding, and protected health information that is 
subject to law that prohibits access to protected health information. Depending on the 
circumstances, a decision to deny access may be reviewable. In some circumstances, you 
may have the right to have this decision reviewed. Please contact our Privacy Contact if you 
have questions about access to your medical record. 

Electronic Copy of Electronic Medical Records:  If your PHI is maintained in an electronic 
format (known as an electronic medical record or an electronic health record), you have the 
right to request that an electronic copy of your record be given to you or transmitted to 
another individual or entity 

Request Amendments:If you feel that the PHI we have is incorrect or incomplete, you may 
ask us to amend the information. You have the right to request an amendment for as long 
as the information is kept by or for us. A request for amendment must be made in writing to 
the Privacy Officer at the address provided at the beginning of this Notice and it must tell us 
the reason for your request. In certain cases, we may deny your request for an amendment. 
If we deny your request for an amendment, you have the right to file a statement of 
disagreement with us and we may prepare a rebuttal to your statement and will provide 
you with a copy of any such rebuttal.  

Request Restrictions: You have the right to request a restriction or limitation on the PHI we 
use or disclose about you for treatment, payment, or health care operations. We are not 
required by federal regulation to agree to your request. If we do agree with your request, 
we will comply unless the information is needed to provide emergency treatment. To 
request restrictions, you must make your request in writing to the Privacy Officer. Your 
request must state the specific restriction requested, whether you want to limit our use 
and/or disclosure; and to whom you want the restriction to apply. 

Paper Copy of This Notice: You have the right to a paper copy of this Notice, even if you 
have agreed to receive this Notice electronically.  

Changes to This Notice: We reserve the right to change this Notice. We reserve the right to 
make the changed Notice effective for PHI we already have as well as for any PHI we create 
or receive in the future. A copy of our current Notice is posted in our office and on our 
website. 

Complaints: If you believe your privacy rights have been violated, you may file a complaint 
with the 8-2-8 Urgent Care., Privacy Officer.You may also file a written complaint with the 
director, Office for Civil Rights of the U.S. Department of Health and Human Services. You 
will not be penalized for filing a complaint. 

This notice was published and becomes effective on April 14, 2003.

Acknowledgement of 8-2-8 Urgent Care Notice of Privacy Practices 
I have reviewed the 8-2-8 Urgent Care Notice of Privacy Practices and understand that I may request a copy of this policy at any time. 

Signed: _________________________________________________________________ Date: _______________________________ 

OFFICE STAFF ONLY 

We attempted to obtain acknowledgement of receipt of our Notice of Privacy Practices, but acknowledgement could not be obtained because: 

Individual Refused to SignCommunications barriers prohibited from obtaining the acknowledgementAn Emergency situation  

Other (please specify): __________________________________________________________________________________________________________________ 


